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• Do not break into someone else’s computer.   
• Do not use someone else’s password. 
• Do not attempt to infect or in any way try to make someone else’s computer unusable. 
 
We were taught the rules of “right and wrong” growing up.  We just need to apply the same rules to 
cyber space! 
 
Resources For More Information  
 

Computer Crime & Intellectual Property Section -- United States Department of Justice  
http://www.justice.gov/criminal/cybercrime/cyberethics.htm  
 
Microsoft Safety & Security Center 
http://www.microsoft.com/security/online-privacy/cyberethics-practice.aspx  
 
Cyberbullying Prevention Lessons- NCSA and CyberSmart! 
http://cybersmartcurriculum.org/cyberbullying/ncsa/  
 
Teaching your children acceptable behavior on the Internet 
http://us.norton.com/library/familyresource/article.jsp?aid=pr_cyberethics   
 
Cyber Citizen Partnership 
http://www.cybercitizenship.org/  
 
 
 
For more monthly cyber security newsletter tips, visit: www.msisac.org/awareness/news/ 
 
 
The information provided in the Monthly Security Tips Newsletters is intended to increase the security awareness of an 
organization’s end users and to help them behave in a more secure manner within their work environment.  While some of the 
tips may relate to maintaining a home computer, the increased awareness is intended to help improve the organization’s 
overall cyber security posture. Organizations have permission and are encouraged to brand and redistribute this 
newsletter in whole for educational, non-commercial purposes.  
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