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• Beware of emails that threaten any dire consequences should you not "verify your information". 
• Do not enter personal information in a pop-up screen. Providing such information may compromise your 

identity and increase the odds of identity theft. 
• Have separate passwords for work related and non-work related accounts. 

 
Resources for more information: 
 
MS-ISAC Tip -- Surf Safe On The Internet 
msisac.org/daily-tips/Surf-Safe-on-the-Internet.cfm 
 
US-CERT Shopping Safely Online 
us-cert.gov/cas/tips/ST07-001.html 
 
National Cyber Security Alliance 
staysafeonline.org/in-the-home/protect-yourself 
 
FTC Identity Theft Site 
ftc.gov/bcp/edu/microsites/idtheft/ 
 
 
For more monthly cyber security newsletter tips, visit: www.msisac.org/awareness/news/ 
 
The information provided in the Monthly Security Tips Newsletters is intended to increase the security awareness 
of an organization’s end users and to help them behave in a more secure manner within their work 
environment.  While some of the tips may relate to maintaining a home computer, the increased awareness is 
intended to help improve the organization’s overall cyber security posture. This is especially critical if employees 
access their work network from their home computer. Organizations have permission and are encouraged to 
brand and redistribute this newsletter in whole for educational, non-commercial purposes.  
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