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• From the drop down box, select your language and click on the Select button. 
• Now that the program is running, you can Search for Java Updates or Remove Older Versions of Java. 
 
Please note that the Multi-State Information Sharing and Analysis Center (MS-ISAC), a division of the Center for 
Internet Security, makes no warranties, express or implied, as to the safety and reliability of the JavaRa application.  
  
We encourage enterprise users to check with their respective Information Technology (IT) Department and 
Information Security Office (ISO) prior to downloading, installing, and using this or any product.  Additionally, always 
ensure that your anti-virus and anti-spyware products are up-to-date.  
 
 
For More Information: 
 
Microsoft: 
http://blogs.technet.com/b/mmpc/archive/2010/10/18/have-you-checked-the-java.aspx 
  
JavaRa: 
http://raproducts.org/wordpress/software 
http://raproducts.org/javara.html 
 
ZDNet: 
http://www.zdnet.co.uk/blogs/security-bullet-in-10000166/microsoft-warns-of-java-exploit-rise-10020826/ 
  
Techworld: 
http://news.techworld.com/security/3246147/mac-users-hit-with-windows-style-koobface-trojan/ 
 
Cisco: 
http://blogs.cisco.com/security/java-exploits-another-example-of-tomorrows-threat-landscape-today-2/ 
 
SANS Internet Storm Center: 
http://isc.sans.edu/diary.html?storyid=9916  
 
For more monthly cyber security newsletter tips visit: www.msisac.org/awareness/news/ 
 
The information provided in the Monthly Security Tips Newsletters is intended to increase the security awareness of an 
organization’s end users and to help them behave in a more secure manner within their work environment.  While some of the 
tips may relate to maintaining a home computer, the increased awareness is intended to help improve the organization’s overall 
cyber security posture. Organizations have permission--and in fact are encouraged--to brand and redistribute this newsletter in 
whole for educational, non-commercial purposes. 
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